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Controller of Defence Accounts(Army)
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Through Website

No. IT&S/III/Cyber Security/2023 Date: 30/08/2023

To

All sections of Main Office

All sub offices under the aegis of CDA (Army) Meerut

Sub: Advisory regarding DogeRAT malware.

"Malware" or malicious software refers to any intrusive software developed by

cyber criminals to steal data and damage/destroy computer systems. One such malware is

DogeRAT (Remote Access Trojan) for Android smartphones, that is being distributed via

social media and various messaging platforms under the guise of legitimate applications like

Opera Mini, OpenAI Chat GPT, Youtube Premium, etc.

In order to caution all individuals against DogeRAT and to encourage safe cyber

behavior while using smartphones, copy of the advisory issued by HQrs Office vide letter No.

Mech/IT&S/810/Cyber Security/Misc dated 24.08.2023 is forwarded herewith for due

cognizance and compliance.

This is issued with the approval of GO (IT&S).

Encl: As stated above.

NAVEEN PRAKASH, SAO(IT&S)-NAVEENP, IT&S-ARMY

Accounts Officer
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